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Abstract

A multi-application traffic generator (MTG), whose purpose is
the generation of packets over a LAN, is presented. it was Sorn
as a tool for the performance measurement of a complex TOMA
satellite access scheme currently being tested at CNUGCE.

The generated traffic simutates the traffic produced by a
number of both isochronous and anisochronous applications,
thus allowing the measurement of many parameters relevant to
the communication network, From tha lest point of view, data
generated by the MTG system is equivaient to data generated
by real applications spread over a netwerk,

The network architecture is shown in Fig. 1.
2. Why attificial traftic generation

The testing of a comiplex communication system in 3 rgq

‘environmant poses the problem aof centrolling the

characteristics and allowing the raproducibility of the traffip
feeding the system during the performance measuremeny
procedure. A commen way ta solve this preblem is a simulatian
approach, requiring a detailed dascription of the COMMmunication
system under trial and of the traffie pattern feeding the System,
The deatail used in the simulation of the system is crucial 1o its

The MTG system is described and its performance figures quality, but it must necessarity be limited in order to avaig an

are shown, excessive complexity of the simulation program. The analytic E
solution (queving theary} for the performance investigation
1. Introduction must generally introduce an even mare drastic simplification

than the simutation approach.

Satellite netwarks represent, at the moment, a possibility to Ceammwy
pravids integrated services at bit rates of the order of Mait/s,
provided that the used sateliite access scheme is able to
support the requirements of different types of traffic.

The prasented MTG was born as a too! for evaluating the
periormance of such a satellite network. Mo uses the
FODA/IBEA(Fifo Ordered Demand Assignment / Information Bit
Energy Adapter) systemn: a sateliite access scheme operating in
TDMA [11]. The modular architecture of MTG makes ihe
evaluation of any other cémmunication system possible,
provided that some modules are repiaced.,

FODA/IBEA is the natural evolution of the FODA access
scheme, developed at CNUCE and tested in the framework of
the SATINE-# experiment on the ECS-Il satellite {1, 2]. Like ! f
FODA, FODA/IBEA allows the simultanecus transmission of
both isochroncus and anisochronous data {stream trafiic and
datagram traffic, respectively), sharing the use in TDMA of a
satellite channe!, In addition, FODA/NBEA is able to counter the
fade of tha signal due to bad atmospheric conditions, by
dynamically adapting the data coding and bit rates to the
channel conditigns.

The FODA/IBEA hardware consists of a prototype of a TDMA
controller and of a variable burst-rate modem, ranging from 1
up te 8 Mbivs, The satellite network links together 4 diflerent
earth stations in ltaly, for a LAN intercannection via satellite
experiment in the {ramework of the Olympus Utilisation
Program. More stations are foreseen for an extension of the
project in a European environmant (COST 225 project). At each
site, a router conrected to a LAN collects all the traffic directed
towards the sateliite. The trafic is supposed 10 come from
different typas of applications {voics, video-conferencfng, file
transfer, interactive terminal access, alc.).

The router is connected ta the earth station via two dedicated
stubs of Ethernat cable. The cemmunication between them
follows a specialised protocol, called the GA.FO protocol (3).

LAN / MAN 1 waN

Fig. 1. The network architecture

The environment simulatian technique provides the most
realistic testing technique for telecommunications systems.
Indeed, there is no approximation with regard to the system's
behaviour, since the traffic only is simulated. Mareover, the
traffic genarator can be conveniantly used during the debugging
phase of the communication system prototype,
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umber of traffic simulation approaches can be found in

AL ature. Most of them are dedicated simulators that can
the merappﬁed to a particular system. Other approaches deal
anly bem system-independent concepts but they do not allow
wih 'm?JHaneous genaration of stream and datagram traffi {8].
the Sfm£1 0], for example, is a versatile environmant simulator for
UNdEf;SlS of switching systems software, but it is designad for
loa hone switching systems onfy,
releﬁ_G is aimed at generating a traffic of stream and datagram

N:wis.:m a LAN in controlled and reproducible conditions. It
pac imulate many different devices connected to the satsllite
gan s’rk making the performance investigation (such as stucies
negm‘; eifects that the access schame has on network delays,
OhrrloughP”f' congestion and quality of service) easier, and
;”owing the tune-up of many key parameters of the access
scheme. Each of the traffic scurces may be 3 packet voice or
video source, a galeway with cther LANS, a computer running
independent applications which need 10 accpss the LAN, and

50 on.

3, The MTG architecture

MTG produces traffic that comes fram the simultaneous
activity of a number of user-defined independent sources callad
Tralfic Generators (TGs). Thanks 1o the combinatian of the
traffic generated by all the TGs, it is possibie to simulate
arbitrary complex traffic patterns, defined by a coemparatively
small set of parameters (dataiied in section 5). The parametars
of all the TGs are contained in an input file. All the TGs aey
cencurrently during the simulation: the sverall traffic generated
by MTG is the sum of the traffic individually generated by each
TG.

MTG consists of two distinet sections — called controlter and
griver raspectively — that interact via a weli defined interface.
The cantrclier is dependant on the commurication pro*ocol
only, while the driver is tied t the LAN and it is incependent of
the protocol. The presan implementation of MTG is based ¢n
Ethernet. The block structure organisation of MT(G offers some
flexibility. In faet, it wiil be possible to test the FODA/BEA
system over different LANs or MANS (Token Ring, FDDI, ate.)
by changing the driver section onfy, On the other hand, any
otfier type of network can, in principle, te testad if the contraller
section is changed in order to support 1 different
communication praotocol.

In the simplast configuration (one MTG oniy}, data generated
by MTG s looped back, received by MTG itself and recorged
onto disk after having crossed the entire netwark (Fig. 2).

The packets are generated according to a few statistical

4

o
Uncontrotler 555 Sts =R o controfier
. 1.5 Moyiess
o £

Emeangr
10 Mbivs

Figure 2. MTG data loop-back configuration

parameters which manaze the packet generation processes,
the packet lengths and burstiness.
The Measuremants made by MTG on each packet can be

of the bit and coding rates made by the system during variabte
conditiocns of the channet quality. The FODA/BEA system
supparts variabie-bandwidth applications which can be
requested to reduce their bandwidth in particular fads
conditions of the station. The simulation of these types of
applications is another feature supported by MTG.

Since MTG can create arbitrary traffic situations, th,
FODA/IBEA system can alsa be tested under extrems or very
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Fig 3. The MTG header
unlikety conditions, in order 1o check the system robustness,

4. The MTG header

An MTG header is pUt an top of the data saction of each
generated packet. 1t containg information abaut time stamps,
data errors and the conditions of the communication channel,

The traffic generator i distinguishes the traffic of the various
active TGs.

The sequence number allows the detection of packel losses,

The two bit fields - up and dn - are used to flag unusyal
errors on the LLAN.

Both the number of wrong bits and the dara fength allow the
BER estimation.

The time stamps are exprassed in micre ticks, i.e. tha time
unit intarnal to the system (currently sat tg 100 us). The
accuracy of the time stamps is one of the most severa
requisites of the MTG system.

The four FODA/IBEA time stamps allow the measuremant of-

the application end-to-end delay,
. the satellite netwark delay,
. the queving times of packets received by Ethernet and
wailing for transmission to the satellite,
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. the queuing times of packets received by the satellite
and waiting for transmissian to Ethernet,

. the packet jitter before and after the sateliite network
crossing.

The end-to-end delay is experienced by a packet from when
it leaves the genarator unti! it arrives at the recorder. This
parameter is sigoificant only if the recorder MTG is
synchronised with the generator MTG. When marny MTGs work
together, it is foreseen that a "master” MTG sends a
synchronisation packet in order to permit a global consistency
of the clocks.

The .oueuing delays are the times spent by each packet
inside the Up and Down controliers, The packet queue lengths
can be monitered as well, All these quantilies are extremely
useful in tuning the systam parameters in orger to improve the
performance.

Generaily, it is possibie 1o retrace the history of the delay and
af the jitter of each packet at different test points of the system
on trial. For each received packet, MTG records the MTG
header onte disk. A subsequent elaboration of sueh data
produces the requested statistics,

5. The TG definition parameter

The TG parameters, shown in Table 1, are here briefly
described.

+ DATATYFE Stream / Interactive / Bulk

DSTREUTCN:  Fixed Rate / Random / Poisson / Voice

PACKETSZE:  Value [oytes)

MEMNTHRCUGHAUT: Value [Kbil/s]

PATTERN: Fixed Pattern / Random / Incremental

STARTTME: Absolute / Relative / Operator request / Poisson
| DURATION: Abselule / Relalive / Operaler request / Paisson

JTTER: Value [ms]

= CO& Uata Ciass of Service
CPTUNS: Oplions mask
+ ADDREES: Myself/ To a particular station / Broadcast

Table |, Definitior parameters

DATA TYPE allows the selection of the stream type traffic
and of two different classes of datagram traffic (interactive and
bulk). FODA/IBEA gives different transmission priorities to the
data belonging to these twa datagram classes.

Each TG generates packets according to the DISTRIBUTION
parameter at such time instants, according to the MEAN
THRCUGHPUT and the PACKET 5IZE parameters. A Fixed
Rate distribution means packets with constant tength, sent at
constant intervals of time. A Handoem distribution means
packets of variable length, sent at constant intervais of time,
The length is varied accarding to a pseudo-random variable
with uniform distribution in a given range. A Poisson distribution
means fixed-tength packets, zen! at intervals of firme which vary
according 10 a pseudo-random expanential distributed variable.
A Voice distribution amulates voice packets with the silence
detection feature. A fixed rate stream of packets is modulated
ON/OFF, according to the talk-silence periods of the English
speech distribution. Mare distributians, anaiytically or
numerically defined, can be easily added 1o the cnes sa far
envisaged,

A bit PATTEAN can be defined for the data contained in a
packet. Three pattern lypes are defined, The basic unit in the
pattern is the 32-bit word. The Fixed patternis the repetition of
a given word. The Aandom pattern (s a sequence of random,
constant-distributed words. The fncremental pattern is a

sequence of words in ascending order, starting from 3 Qivan
value,

START TIME and DURATION define the life spanof a Ty A
TG starts sending packets with the given distribution at the stan
lime and goes con for a time intarval agual o the duratin
Absolute refers to a given time. Relative incicates a delay with
respect to the start of the run. Operator request means that the
TG is started/stopped by an sperator command (the program iq
fully interactive). Poissen {used for the simulation of phone
calls) indicates that either the starl or the duration times arq
caleulated according to pseudo-random variabies fcflowiﬂg
negative exponential distributions.

JITTER indicates that a pseudo-random variable, in the
range of +Value, can be optionally added to the sending time of
each packat. At present, only the uniform distribution has bagn
impiemented far the jitter value, but the addition of other
distributions is straightforward.

The COS (Class Of Service) field is a number used to specify
the range of the requested bit error rate.

The OPTION MASK field is a bit mask used ‘o specify somg
options, such as the setting of the up and dn hits in the MTG
header, or the enabling of the wrong bits counter in real time,

ADDAESS is the destination earth station where data ara
addressed. .

6. Random number generator

Any simulation tool needs samples of quantities defined gy
their probability distribution. The samples are usually the outpuy
of deterministic mathematical algorithms known as pseudo-
random number ganerators. Particuiar cara is required whean
choasing the algorithm for a particular simulation application,
The issues and the constraints involved in the random numbar
generation internal to MTG are here discussed.

All the random numbers used within MTG are generated off-
line. This means that a table is created for each TG at the MTG
start-up, prior 1o the simulation run, containing entries filed with
the starting time and {ength of each packet. Tha parameters for
the generation of the tables are taken from the input-file which
describes the characteristics of the T@s.

The choice of generating table-basad randem numbers has
been made bacause the MTG is a software tool which uses tha
entire proeessing power of the CPU board, Different
approaches can be found in the literature. Ramshaw and Amer
[7] have built a test system based on eight traffic generators for
the NBSNET at the Natienal Bureau of Standards, Each of the

_traffic generators — based on a 8-bit micrecomputer — has a

maximum throughput of one packet per millisecond. This
sonstraint leaves 400us for the uniform-distributed random
number generation and for the mapping to the desired
distribution.

This approach is not possibla for MTG, Indeed, MTG can run
a number of concurrent TGs, each one able to generate
packets as fast as one per millisecona, resulting in a total
throughput of up to several packets per millisecond. At ths
same time, MTG receives the looped-back traffic and writes the
packel headers onto disk. The architacture of MTG, entirely
based on softwars, thus makes the on-ling ganeration of the
randem numbers impossible, due to the extra charge that would
be imposed on the CPU.

The adopted table-based solulion has well known
advantages and drawbacks. Indeed, it is possibla to choose a
good generator without worrying about camputing times, and it
is passible to exactly transform the uniform distributed random
number sequence into an arbitrary distribution {for examele, the
expenential distribution). The major advantage is that at run
time it is only required to read a number in a table, instead of
requiring an on-line generation, The drawback is that the period
of the generated sequence is equal 1o the length of the table,

The adapled uniform randem number generatar is a

Lehmer's generator with modulus 2.1 and muitiplier

950706375 {8). The formula used 1o transform a uniform
distributed vaiiable into a, say, exponential variable is the
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..o The choice of the length to be adopted for the tables
iorsor condary one, since the goodness of the genarater
g not @ 58 ificantly impaired by the table-based approach. To
can be ?"gna of the generator's period, iet us consider the
gt an ide se in which 64 Poisson TGs gererate 256-byte
igllowing Camean rate of 64 Kbit/s. The mean inter-packet time
sackels 3&;;”1 the used hardware it is possibie to dedicate 2
3 8 rnS~f memory to the tables. Since each table entry requires
woyte © the generation period is 32s. Al the transients
g b !95{; during the simulation runs of the FODA/IBEA system
:‘E;;;V;a much shorter length,
S

7 ]mp[ementation and reai-time problems

A Motorola Delta 3300 single-board micracomputer running
‘he QNIX System ¥V 3.6 is the MTG support. It features the
hpifowing characteristics:
VME bus interface,

' Motorcla 68030 up and 68882 math co-processor
running at 25 MHz,
8 Mbyte memory, ‘
two independent counter-timers with 6.25 us time
resolution,
Local Area Network Controtler for Ethernet
AM7390(LANCE) - Serial Interface Adapter AM7992(SIA)
chip set for Ethernet interface,
SCSi interface,
1.5 Mbyte/s transfer rate, 16.3 ms av. access tima disk.

The UNIX system provides a comfortable environmant for the
programmer, but poses fundamental obstacles because of its
non real-time behaviour. Real-time behaviour is vital to MTG
because of the precision required by the packet dispatehing
scheduling times and the time stamps contained in the MTG
header. Since System V currently provides non standard
means to overcome this problem, a brute force approach has
been taken. The devices related to MTG (the LAN manager and
the timer) have been forced to generate non-maskable

ol |Inter-packet packet | traffic traffic header |test
Gslgeneration time  |length |volume volume | per# |run
oreach TG (bytes)[in TX in Ry packets ¥
12 [1ms 64 l:,024 1.024 1 1
512 Kbit's per TG | Mbivs Mbivs
3 1 ms €4 11536 [1536 |1o00000] 2
512 Kbitis per TG Mbive | Mbivs
& |1 me J 64 |4358 simplex 0 3
512 Kbit's per TG I Mbit's
32 13210 | 221266 2224 | 2029 1 4
69.5 Kbil's por TG i Mbit's Mhitis
90 {32 ms 224256/ 6.255 simplex 0 5
69.5 Kbil/s per TG Mbit/s
43 {62 ms 1514 {84 simpiex 0 g
185 Kbiv's per TG Mbit/s
22 130 ms ) 1514 [9.882 simplex 0 7
404 Kbiv's per TG Mbivs
12 [16ms 1514 |9.084 simplex 5} 8
[757 Kbivs per TG Mbit/s
4 |5 ms 1466 |9.382 simplex Q 9
2345 Kbivs per TG Mbitis

Table 2. Performance evalyation tests scenario

interrupts, while the operating system is free to carry out its
work, This is necessary because MTG requests the operating
system services when writing onte disk. This technique allows
full use of processor power. As a consequence there ig
practically no disk writing overhaad, if the UNIX 170 buffering
Parameters are suitably chosen,

The interaction between the controller and the driver does not
involve frequent interactions with the operating system, System
calls are limited o cases such as the start or stop of a TG, the
writing of a big disk buffer cantaining the headers of the
received packets, or the chack for Operatar irteraction. The
LAN packet sending/receiving operations do not rety on the
operating system. Data to be sent is contained in anly ons
bulfer for each TG. This buffer is filled {during the pre-run
phase) up to the maximum length and a fixed portion
(according 1o the current length) is sent at each dispatch time,

8. The MTG performance

At the time of writing, the FODA/IBEA soltware development
is finished and its debugging is just starting. The aim of the
present paper is to present the performanca of the MTG system
while the satellite retwork performance will be the subject of a
future paper, The FODA/BEA system bas been simuiated by
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means of an Ethernet responder which redirects the generated
data to MTG. In Table 2 the MTG performance under different
test conditions is presented. Each tast was run for 300
seconds, Ethernet was used both in simplex and in contention
mode, Neither the maximum throughput (10 Mbit/s) ner the
maximum number of packets per second (14.880) allowed by
Ethernet, when used in simplex mode, can be reached because
oniy one packet at a time must be handled in order to set up
accurate time stamps. Anyway, the main purpose of MTG is to
allow adequate accuragy in the parameter estimation, rather
than to altain the maximum possible throughput on Ethernat,

An Ethernet cable connected MTG with the responder during
all the tests aimed at measuring the recording capabilities of
MTG. The rraffic looped back by the respondar was collectad
by MTG and the header of each packet (40 bytes) was
recorded onto disk. The responder was not used in the tests
whers the traffic generation performance only was investigated,

Tests 1+3 were aimed at measuring the maximum number of
packets per second MTG can handla. Transmission only and
lransmission/reception with and without disk recording were the
test conditions. The packet fength does not influence the MTG
performance, as lont, as Ethernet can be viewed as an infinite
bandwidth medium, so0 a very small packet length was used o
avoid collisions.

Tests 4 and 5 give the maximum number of supportable 64
Kbit's applications. Two results are given, with and without tha
packet header recording onto disk. The packet length was set
10 258 tytes plus a 22-byte header containing the Ethernet and
the GA-FO protocel,

In the last five tests the maximum reachable total throughput
was investigated with ditferent numbers of running genrerators.
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